**Уголовная ответственность за неправомерный доступ к охраняемой законом компьютерной информации**

 Статьей 272 Уголовного кодекса РФ предусмотрена уголовная ответственность за неправомерный доступ к охраняемой законом компьютерной информации, если это деяние повлекло уничтожение, блокирование, модификацию либо копирование компьютерной информации.

 Под компьютерной информацией понимаются сведения (сообщения, данные), представленные в форме электрических сигналов, независимо от средств их хранения, обработки и передачи.

 Под неправомерным доступом, считается доступ к конфиденциальной информации или информации, составляющей государственную тайну, лица, не обладающего необходимыми полномочиями (без согласия собственника или его законного представителя), при условии обеспечения специальных средств ее защиты.

 Состав данного преступления предполагает обязательное наступление одного из последствий: а) уничтожение информации; б) блокирование информации; в) модификация информации; г) копирование информации.

 Санкция ч. 1 ст. 272 УК РФ предусматривает наказание в виде штрафа в размере до двухсот тысяч рублей или в размере заработной платы или иного дохода осужденного за период до восемнадцати месяцев, либо исправительные работы на срок до одного года, либо ограничение свободы на срок до двух лет, либо принудительные работы на срок до двух лет, либо лишение свободы на тот же срок.

 В зависимости от способа совершения преступления и наступивших последствий совершение вышеуказанных действий может быть квалифицированы по одной из четырех частей ст. 272 УК РФ. Максимальное наказание в виде лишения свободы сроком до 7 лет.
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